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Preface

With great pleasure, we present the proceedings of INDOCRYPT 2022, the 23rd
International Conference on Cryptology in India, organized by The Chatterjee Group -
Centers for Research and Education in Science and Technology (TCG CREST), the R.
C. Bose Centre for Cryptology and Security, Indian Statistical Institute, Kolkata, and
the Bose Institute, Kolkata, under the aegis of the Cryptology Research Society of India
(CRSI).

INDOCRYPT began in 2000 under the leadership of Bimal Roy at the Indian Sta-
tistical Institute, Kolkata, with an intention to target researchers and academicians in
the domain of cryptology. Since its inception, this annual conference has not only been
considered as the leading Indian venue on cryptology but also has gained recognition
among the prestigious cryptology conferences in the world. Over the last two decades,
the conference was held in various cities of India, such as Kolkata (2000, 2006, 2012,
2016), Chennai (2001, 2004, 2007, 2011, 2017), Hyderabad (2002, 2010, 2019), New
Delhi (2003, 2009, 2014, 2018), Bangalore (2005, 2015), Kharagpur (2008), Mumbai
(2013), and Jaipur (2021). Due to COVID-19 pandemic restrictions, INDOCRYPT went
online in 2020. This year was the fifth time the conference was hosted in Kolkata, but
in a hybrid mode.

INDOCRYPT 2022 received 88 submissions from 30 different countries in total,
among which the papers that were withdrawn before the deadline, or the ones that didn’t
match the submission policy, were not considered for evaluation. Finally, 74 papers were
reviewed by three to four reviewers each. First, the papers went through a double-blind
review phase. Next, after a two week discussion phase, with additional comments from
the Program Committee members as well as the external reviewers, 31 papers by authors
from 17 different countries were finally accepted for presentation in the program and
inclusion in this proceedings.

We are immensely thankful to the 52 Program Committee members and the 64
external reviewers, who participated in the process of reviewing and subsequent discus-
sions. Without their tremendous effort, the conference would not have been successful.
We would also like to express our gratitude to Springer for their active cooperation
and timely production of the conference proceedings. We managed the submissions,
reviews, discussions, and proceedings very effectively using the online EasyChair con-
ference management software system and would like to acknowledge this with great
regard.

Our program also included three invited talks by V. Kamakoti from IIT Madras,
India, Gregor Leander from Ruhr University Bochum, Germany, and Alexander May
from Ruhr University Bochum, Germany. Moreover, there were three tutorial talks by
Patrick Derbez from University of Rennes 1, France, Mridul Nandi from ISI Kolkata,
India, and Santanu Sarkar from IIT Madras, India.

INDOCRYPT 2022 was organized by TCG CREST and the R. C. Bose Centre
for Cryptology and Security with the Bose Institute providing the conference venue.
We are extremely thankful to the General Co-chairs, Bimal Kumar Roy (ISI Kolkata)
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and Joydeep Bhattacharya (TCG CREST), for coordinating all the issues related to
the organization of the event. We would also like to take this opportunity to thank the
Organizing Chair, Organizing Co-chairs, and all members of the Organizing Committee,
for their relentless support in successfully hosting the conference.

We are also immensely thankful to the Government of India, the Government of
West Bengal, and our sponsors Google, HDFC Bank, Vehere Interactive Pvt. Ltd., AON,
KEWAUNEE International Group, TwoPiRadian Infotech Private Limited, and Bosch
Global Software Technologies Private Limited, for their generous financial support
towards the conference.

Last but not the least, we are extremely thankful to each of the 220 authors who
submitted their articles to the conference and those who attended INDOCRYPT 2022.

October 2022 Takanori Isobe
Santanu Sarkar
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