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Preface

Asiacrypt 2021, the 27th Annual International Conference on Theory and Application

of Cryptology and Information Security, was originally planned to be held in Singapore

during December 6–10, 2021. Due to the COVID-19 pandemic, it was shifted to an

online-only virtual conference.

The conference covered all technical aspects of cryptology, and was sponsored by

the International Association for Cryptologic Research (IACR).

We received a total of 341 submissions from all over the world, and the Program

Committee (PC) selected 95 papers for publication in the proceedings of the confer-

ence. The two program chairs were supported by a PC consisting of 74 leading experts

in aspects of cryptology. Each submission was reviewed by at least three PC members

(or their sub-reviewers) and five PC members were assigned to submissions

co-authored by PC members. The strong conflict of interest rules imposed by IACR

ensure that papers are not handled by PC members with a close working relationship

with the authors. The two program chairs were not allowed to submit a paper, and PC

members were limited to two submissions each. There were approximately 363

external reviewers, whose input was critical to the selection of papers.

The review process was conducted using double-blind peer review. The conference

operated a two-round review system with a rebuttal phase. After the reviews and

first-round discussions the PC selected 233 submissions to proceed to the second round

and the authors were then invited to provide a short rebuttal in response to the referee

reports. The second round involved extensive discussions by the PC members.

Alongside the presentations of the accepted papers, the program of Asiacrypt 2021

featured an IACR distinguished lecture by Andrew Chi-Chih Yao and two invited talks

by Kazue Sako and Yu Yu. The conference also featured a rump session which

contained short presentations on the latest research results of the field.

The four volumes of the conference proceedings contain the revised versions of the

95 papers that were selected, together with the abstracts of the IACR distinguished

lecture and the two invited talks. The final revised versions of papers were not reviewed

again and the authors are responsible for their contents.

Via a voting-based process that took into account conflicts of interest, the PC

selected the three top papers of the conference: “On the Hardness of the NTRU

problem” by Alice Pellet-Mary and Damien Stehlé (which received the best paper

award); “A Geometric Approach to Linear Cryptanalysis” by Tim Beyne (which

received the best student paper award); and “Lattice Enumeration for Tower NFS: a

521-bit Discrete Logarithm Computation” by Gabrielle De Micheli, Pierrick Gaudry,

and Cécile Pierrot. The authors of all three papers were invited to submit extended

versions of their manuscripts to the Journal of Cryptology.

Many people have contributed to the success of Asiacrypt 2021. We would like to

thank the authors for submitting their research results to the conference. We are very

grateful to the PC members and external reviewers for contributing their knowledge



and expertise, and for the tremendous amount of work that was done with reading

papers and contributing to the discussions. We are greatly indebted to Jian Guo, the

General Chair, for his efforts and overall organization. We thank San Ling and Josef

Pieprzyk, the advisors of Asiacrypt 2021, for their valuable suggestions. We thank

Michel Abdalla, Kevin McCurley, Kay McKelly, and members of IACR’s emergency

pandemic team for their work in designing and running the virtual format. We thank

Chitchanok Chuengsatiansup and Khoa Nguyen for expertly organizing and chairing

the rump session. We are extremely grateful to Zhenzhen Bao for checking all the

files and for assembling the files for submission to Springer. We also thank

Alfred Hofmann, Anna Kramer, and their colleagues at Springer for handling the

publication of these conference proceedings.

December 2021 Mehdi Tibouchi

Huaxiong Wang
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