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Preface

We are pleased to present the proceedings of the 20th International Conference on
Applied Cryptography and Network Security (ACNS 2022). ACNS 2022 was held
in Rome, Italy. Due to the ongoing COVID-19 crisis, we decided to have a hybrid
conference to face any health risks or travel restrictions for attending the conference.
The organization was in the capable hands of Mauro Conti (University of Padua, Italy)
and Angelo Spognardi (Sapienza University of Rome, Italy) as general co-chairs, and
Massimo Bernaschi (National Research Council, IAC-CNR, Italy) and Fabio De Gaspari
(Sapienza University of Rome, Italy) as local organizing chairs. We are deeply indebted
to them for their tireless work to ensure the success of the conference even in such
complex conditions.

For the third time, ACNS had two rounds of submission cycles, with deadlines in
September 2021 and January 2022, respectively. We received a total of 185 submissions
from authors in 37 countries. This year’s Program Committee (PC) consisted of around
150 members with diverse backgrounds and broad research interests. The review process
was double-blind and rigorous, and papers were evaluated on the basis of research
significance, novelty, and technical quality. In total, 691 reviews were submitted, with
four reviews for most papers. Some papers submitted in the first round received a decision
of major revision. The revised versions of those papers were further evaluated in the
second round and some of them were accepted. After the review process concluded, a
total of 44 papers were accepted to be presented at the conference and included in the
proceedings, representing an acceptance rate of around 24%.

Among those papers, we awarded the Best Student Paper Award to Narmeen Shafqat
(Northeastern University, Boston, MA, USA) for the paper “ZLeaks: Passive Inference
Attacks on Zigbee based Smart Homes” (co-authored with Daniel J. Dubois, David
Choffnes, Aaron Schulman, Dinesh Bharadia, and Aanjhan Ranganathan). The monetary
prize of 1,000 euro was generously sponsored by Springer.

We had a rich program including eight satellite workshops in parallel with
the main event, providing a forum to address specific topics at the forefront of
cybersecurity research. The papers presented at those workshops were published in
separate proceedings.

This year we had two outstanding keynote talks: “Chosen Ciphertext Security from
Injective Trapdoor Functions” by Prof. Susan Hohenberger Waters (Johns Hopkins Uni-
versity, USA), and “Secure Computation in Practice” by Prof. Raluca Ada Popa (Univer-
sity of California, Berkeley, USA). To them, our heartfelt gratitude for their outstanding
presentations.

The conference was made possible by the untiring efforts of many individuals and
organizations. We are grateful to all the authors for their submissions. We sincerely
appreciate the outstanding work of all the PC members and the external reviewers, who
selected the papers after reading, commenting, and debating them. Finally, we thank
all the people who volunteered their time and energy to put together the conference,
the speakers and session chairs, and everyone who contributed to the success of the
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conference. We are also grateful to Riccardo Lazzeretti (Sapienza University of Rome,
Italy) for taking care of these proceedings. Last, but certainly not least, we are very
grateful to Frontiers for sponsoring the conference, Easychair for the management of
the submissions, and Springer for their help in assembling these proceedings.

June 2022 Daniele Venturi
Giuseppe Ateniese
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