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Preface

ASIACRYPT "91 was the first international conference an the theory and application of cryptology
to be held in the Asian area. It was held at Fujivoshida, Yamanashi, Japan, overlooking beautiful
Mt. Fuji, from Navemker 11 to November 14, 1991,

The conference was modelled after the very snccessiul CRYPTO and EUROCRYPT series
of conferences sponsorced by the International Association for Cryptologic Research (TACR}. The
IACR and the Institute of Elecironics, Information and Communication Engineers were sponsors
for ASTACRYPT "81.

The program committee published a call for papers and received 100 extended abstracts for
consideration. Three of them were not reviewed since they arrived too late. Bach of the cther
abstracts was sent to all the program committee members and carefully evaluated by at least 10
referees. The committee accepted 389 papers for presentation. In addition, the program committee
invited four papers for special presentation as “invited talks.” Unfortunately, three of the accepted
papers were withdrawn by the authors before Lhe conference.

The conference attracted 188 participants from 17 counirics around the world. The techuical
presentations were well attended and enthusiastically received. Following the CRYPTQ iradition,
an evening “rump session” was held. This session, chaired by Thomas Berson and Kenji Kovama,
included short presentatians of recent results. The non-technical portion of the conference included
a sightseeing trip to the base of Mt. Fuji, a Japanese barbecue lunch (robatayaki), and a banquet
with drummers and a magic show.

After the conference thie authors produced the full papers, in some cases with slight iniprove-
ments and correciions, for inclusion here. For ease of refcrence by those who aitended the con-
ference, the papers are placed in the same order and under the same headings as they appeared
at the conference. Becavse of the interest expressed in the rump session presentaticns, we have
included shorl papers contribuied by the rump session speakers at the end of this proceedings. Of
the 12 ramp session presemtations, the § abstracts included here have gone through a thorough, if
expedited, refereeing process.

It is our pleasure to thank all 1hose who contributed to make {hese proccedings possible:

the anthors, program committee, organizing committee, JACR, officers and directors, and all the

atiendees.

Yokohama, Japan Hideki Imai
Cambridge, U.S.A. Honald L. Rivest
Yokohama, Japan Tsutomu Matsumoto

August 1993
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THE TRANSITION FROM MECHANISMS TO ELECTRCNIC COMPUTERS, 1940 TO 1950

Denald W. Davies, Independent Consultant
15 Hawkewood Road, Sunbury-on-Thames, Middlesex UK, TW16 6HL

Epstract

The peak of mechanical cryptography was reached in World War II, then
electronics vrapidly vreplaced these machines. A& very remarkable
technology then ended. Scme o©f the best examples that I have found
will be illustrated. The paper continues with some memories of
tuilding the first computer at NPL during 19547 to 1550.

The age of mechanisms

The difference engines and analytical engines designed by Charles
Babbkage would have been, if completed, one of the greatest
achievements of the mechanical age., Computing deviges remzined
mechanical {(or electro-mechanical) for another 100 years. Today we are
in the electronie age and it is {nteresting to look at the short
period of transition from wechanisms to electronics, which began akbout
50 years ago. In this paper I shall consider only digital systems and
my examples come from cryptography and my own memories of the Ffirst

electonic camputers.

Electronics can be pretty, but what vou see is only distantly related
to its function. At the peak of the mechanical age, the function of
mechanisms was very clear; they could be seen working at human speeds.
This led their designers and canstructors to emphasize their function
with shapes of striking beauty and with surface finishes <that ware
agften wmwuch more elaborate than strictly reguired., Not only steam
enginesz and pumps had this guality - it can be =seen in Babbage's

designs and in his test assemblies.

It has often been assumed that Babbage did not coemplete his machines
because the technology of +the time was inadequate. The recently
completed differcence engine No.2 at the London Science Museum shows
that Babbage's machines do wark, when they are Dbuilt with the

materials and precisien available to Babbage. The design needed
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several corrections and some2 ccunterbaiancing springs. The very
complex running carry meckanism works perfectly and spectaculzrly, and
theeis that are not being stepped are firmly held. The only concerns
of its designers and operatcrs at the Science Museum are with
lubricaticn 2nd with wear. The part of the machine whieh impressed the
printing plates has not yet been built and urgently needs sponsorship.

Calculating mechanisms often have repeated ualts =such as counter
wheels and registers but they cannot be organised simply by linking
together large numbers of very simple devices in the way that gates
and storage cell are used. The bhest that can be done is illusirated by
Bzbbage's notation for mechanisms and his suggestions for some
general -purpose mechanical principles. Conrad Zuse once described to
me a mechanical binary store array with which he had propcsed to make
a mechanical "minicomputer'. But these were excepiions and wusuzlly a
digital mechanism is designed as a whole rather than assembled frem
identical subunits. In this respeci, the precursors of the gates and
zalls of electronics were slectro-mechanical systems such as telephoﬂe
exchanges which wsed relays and rotary switches as subunits, and
appezared briefly in cryptography.

To illustrate this periaed of tranzitioen I will first dJdescribe two
cryprographi¢ mechanisms used by Germany in WWII, then some of my oun

experience with the first slectronic computers.

On-line ciphers pf Worid ¥War I

The Znigma machine ig very well! known. This was operated off-line,
progucing = written ciphertent which was then manually transmitted. In
the Defence Museum in Gsleo there are printer attzchments for enigma
machines, remote displays and a large commutator called ‘'Enigma-Uhr'
which could be wired to the plugbeard to give hourly changes of key.
Fortunately for the Bllies, this last device came into use very late.
2y wupsetting the involutlon property oIf the plugboard, the Enigma-Uhr
would have given a major problem to the cryptanalysts.

There ware twe on-line machines in wide use by the German forces.

One wées known as S5Z40 or 85242, where 5% stands foer Schluessel  Zusatz
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meaning <¢ipher attachment. As its name implies, it operated "in-line'
in a teleprinter circuit and did not have its own keyboard or printer.
The maker Was Lorenz. It was installed with a teleprinter and radio
equipment in a vehicle designed for the warfare of rapid movement or
"blitekrieg' planned by Germany. This machine was used at the level af

high cemmand, making its messages very valuable to the allies.

The second on-line machine was the T52, essentially a standard
teleprinter working together with & built-in eipher unit, This was
made by Siemens and Halske. For most of the war it was used with
transmission by «cable, but at a late stage 1t enciphered radio
messages and the Allied cryptographers began te take an inferest in
it.

Erie Huttenhain, who develcoped cryptanalytic machines for the cipher
bureau of the OKW told me that his group made a comparison of the
security level of these twe machine, but he would not tell me the
outcome, In the event, the 82 was put in the most sensitive place. I

believe the T52 as eventually developed was stronger.

The T52 was very bulky and heavy, compared with the SZI. The SZ needed
a teleprinter but this was a separate unit, easier to instal in a
vehicle, Perhaps these consideraticnz led to the decision that S2

should be in the mobile system.

The Lorenz Schluessel Zusatz

This machine fits well into our theme because the cipher unit was
almost completely mechanical. It is a mechanism of great elegance,
Though the principle is simple, designing it wmechanically was
difficult, I have not, at the time of writing, had enocugh time with a
working model to understand the mechanism completely. Two exist, at

the 0slo museum and the DeutschesMuseum in Munich.

From the many photographs I have obtained it is clear that the SZ went
through many changes and improvements. This alsc appears in the
official history, which mentions changes in the cipher called T'Fishk™.
Eut I have ©DTeen unable te mateh the various clues and produce a
coherent acceount of its varieties., We can guess that S240 and 5Z42
were introduced in 1940 and 1242, but the significant changes were
later.
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The ocuter case of the machine contained both the mechanical cipher
unit and electromechanical devices to convert from the start/stop 5
unit telegraph signal to 5 parallel signals and back from the parallel

channels to the serial signal,

Figure 1 shows the 12 cipher wheels, which had relatively prime
numbers of teeth, namely 23, 26, 29, 31, 41, 61, 37, 53, 53, 51, 47,
43 reading from the right. Functienally there were two sets of 5
wheels (coresponding to the 5 channels) at each end and special wheels
of 61 and 37 teeth in the middle.

A very distinctive feature of the SZ is that the binary output of each
wheel can be set by moving to one side or ancther individual hinged
teeth. We can imagine that setting these patterns would be tedious and

error prone, so it would not be done fregquently.

The cipher priniple was simply to add the output of ene A wheel and
one B wheel, modulec 2 to each channel. If every wheel moved cne step
hetween characters, this is a conventional vernam c¢ipher and rather
weak. Clearly some extra principle is needed. This is the intermittent

stopping of all the A wheels.

To drive the wheels at their variocus rates there is an ingenious set
of gears and jockey wheel of diferent sizes shown in Figure 2. Wheels
which might need to stop are driven through a slipping mechanism
inside the wheel. On the edge of these wheels are sguare teeth which
can be engaged by =a latch to stop them for ocne or more character
times. Incidentally, Babbage deplored the use of slipping like this
and insisted that all movements were positively driven. His machines
could pessibly Jam bhut would never make errors by houncing or

cvershooting. I wonder if the 5Z had any such problems.

In the simplest form the 8% worked im this way: The % wheel always
moved. Its output controlled the stopping of wheel Y. The output af
the Y wheel controlled the stopping of all the A wheels together, The
later developments controlled the stopping of the A wheels alsc by

outputs from indiwvidual A and B wheels,

Figure 3 =shows part of the mechanism which uses the cutput of the Y
wheel to lift an interposer and either turn shaft R or not, powered by



BIBLIOTHEQUE DU CERIST

infer pores
W\-b"\tiﬂ

Cackin
ulnu'?t

J—

2 Lumfs Uneder

! Pore er
I Su{;pl\f
] | 2 O valbs

W Wiz
H .y Pl
1o .

1";:1“—{:;" [
PELE et o

Looo o

¥y

o

— Dvive Viotar Under -

T —
Come 1—§ Eiliaag0,37 I

Speed, i
vesubator J

forraks wnio
1

$.37

-/t

Base of

,
Lol Tivanrtary
ot 1 lams 2]
1

Al

PRINTER_
oM

T3 rmechaniym

weq wio

Whael
Pawl

Prive and
Comn g

o] 5]
COCTTRC Y CY
G@F @F @n @

Gk @l 6, Gl
Gel GTf Gilt Gl

i

o T X

A
f

StH‘w&}!:
a5 79 rummy

Unlork
wheels

1

KEY BOARD

\>

Figure 4: Plan View of the TS52e

= =

Skl L'l,c_nrj".:'_lg, Tﬂ‘Pe‘/
nghonw.&

@f @l @l @ |

T fell

pn{nv rare]



$3081U0) puUe ETE3AUM-WE) ‘wsTuUeyse Issodrsiur ¢ 2anbra

- gnyy

T prEye

e R L TR

fE

1
T

TIIT1IT

f
13

£
bl
i€
e

m \.3(&“

LETLE ]
n,..:uur..ouﬁ
13

ok

[
)

i

-
X
P =
= .
¥ Us
+ 2
A
L ¥
ka -
" q
" 1

1SI1430 NA INO3IHLOITdId



Frwsuerl-Iaydrour g5 aanbTg

(1)
— Td 0D f——
L Fw]
I T ! -
8 5 (At o r S
- : - h T
995
5 [

bd O

RICERL |

s | w
.w-.j
)
J H
(%14
PR A
3 )
o1y H

|
|
o
Ly
%)
L:]:.

L.y fodmpat wagime
un_:._.\ pavoalay

1SI1430 NA INO3IHLOITdId



BIBLIOTHEQUE DU CERIST

11

a cam. The output of A is locked by another c¢am. sShaft A drives the

mechanisms on each ¢f the A wheels which stop their movement.

The Siemens and Halske T52

Thke wvery large baseplate of the T52 holds the mechanism of a T36
teleprinter, with it's keyboard, tape reader and printer, together
with all the cipher equipment. Figure 4 is a plan view. The largest
addition is a set of 10 cipher wheels at the back. The other main
additions in the figure are 20 relays and 10 rotary switches on which
the basic key is entered.

There were five models labelled a to e and the one I shall describe is
model e, The machines were sometimes medified im the field without
changing their label, but I have been able to get a detailed picture
of each model. Models a and b were logically identical, b having
improved electrical filters, supposedly to reduce radic interfarence,
Models ¢ and @ introduced the important feature of intermittent wheel
metion. A meodel f was under development but was not made and no

information about it has heen found.

The 10 wheels have relatively prime numbers of teeth, respectively 47,
53, 5%, 61, €4, 65, 7, 69, 71 and 73. The cam profiles were fixed far
the whole time the T52 was used, as far as I know. A change of wheel
is possible with simple tools but readjustment of contacts could have
been a proklem. In some models modified faor use in Heorway., wheels have
been assembled in different orientations and there are very few

original machines in existence,

Figure 5 shows how a wheel is driven hy a ratchet and how magnet M
stops the drive, Each has two sets of contact springs. One is used in

the cipher transformation, the other drives the wheel stopping logic.

The 10 binary wheel outputs go first to the rotary switches on which
the main key has been set, which permute them. Then they go to the
relays which perform a linear (mod 2) tranformation on the 10 bits. 5
of the bits are added module 2 to the telegraph code, then the other 5
bits determine a permutation of the 5 elements of the code, as shown
in figure 6. The machine has separate relay logic for encipherment and
decipherment. When transmitting in cipher it simultanegusly receives,
deciphers and prints the character, giving a check on the operaticn of

seme {Lut not all) of the eguipment.
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Perhaps the most interesting feature is the wheel stopping logic, one
version of which is shown in Figure 7. The wheels have a total of 8.9
% 10'7 states. & random state transition table would give a cycle
length of the order of 2.5 x 10%and it would be interesting to know

what cycle lengths were actually chtained.

The main key was set by a plugboard in earlier moedels, Both the
plugboard and the later rotary switches were in a locked box and were
probably changed infregquently. The 'message key' was probkably the
initial wheel =settings, but the method of transemitting them is
unknown. Medels a, b and ¢ had an elahorate mechanism for returning
all wheels to a cheosen setting, perhaps for sending the message key.

Model ¢ had an additional upit with 10 levers on which a "message key'
could be =set. These performed yet another permutation on the cutputs
of the 10 wheels.

The last of their line?

The early history of the SZ is unknown but the TS52 can be traced back
to a patent in 1930. US patent 1,912,983 is c¢loser to the eventual
m52. It was developed as a commercial venture and I was told that one
version was supplied to Hungary in 1932, Another perszon said the
first deliveries of the T52 were in 1%34. Bombing stopped production
in Berlin in 1%44 but a small facility in Kladov near Berlin tried to

continue for a while until the Russian army arrived in May 1955,

On-line c¢ipher machines for teleprinter messages had to encipher a
5-bit code din about 150 ms. Electro-mechanical technolegy c¢f the
19320-1940 pericd implied a stream cipher driven by contacts from cams
on wheels, or the use of uniselectors. My es¥perience suggests that
uniselectors would be difficult to maintain, the T32 would be reliable
with skilled maintenance and the mainly mechanical SZ would work best

in practice in military cenditions.

I have no infeormation zhout other on-line cipher machines of the WWII
period. The two I have described represent, I believe, the most
advanced level of on-line cryptography befere electronics fook over.
In particular, the T52 suggests some interesting thecoretical problems.
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The first electronic computersz
1 joinad a small team at the UK National Fhysical Laboratory {HPL}
under the leadership of Alan Turing in 1547. By that time the logiczl

desien of ACE had reached versien 7T¢, but nothing of significance had
heen built.

i

here wers t(hree pioneering compuisr projects in UK, the others were
zt Cambridge University and Manchester University. I shall speak only

about my own experience.

For menths our design team centinued to refine the design, testing the
order code by progranmming excerciges and the logical design by
stepwise tabulation of the states of triggers etc. This was extremely
tedious and frustrating. only 2 short time after I joined, Turing left
the preoject but I did have one discussieon with him about his
'zomputable numbers’ paper. Rather it was an argument because I wanted
ta correct &ll the many errors in the formal part of the paper and

Turing felt this was a waste of time.

There is evidence that when the project was cfficially approved, the
possible future use of computers for cryptanalysis was in the mind of
g%t least one member of the vommittes. Alse the wartime experience in
making Colossus may have led to the decision that the Past Office
Researeh  Station at Dellis Hill should build the machine. I should
explain that the telephone neiwork was part of the Post 0Qffice;
Hartiesham is the successcor of Dollis Hill, where the Collsssi hed
been built. Two of that team became cur engineers. But the arrangement
did not work well, hence ogur frustvzticon. In the long run our design
tyansferred t¢ Dollisz Hill became z computer which worked well in a
defence establishment. but we cut ourselves looze f£rom this schemne

and built ACE ocurselves.

ttine it started at NPL met further snags snd 1t was only when
aaliy the mathematicians and slectrconics engineers finally all moved
o ore large rocm and made a single team that construection rezlly

t
gan. We lost years in this muddle.

Onz of our strokes of luck was that Earry Euskey, from the ENIAC team,
joined us for s year, He 2tarted a project to build a 'test assemhly!
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which later, under the name 'Piiot ACE' was adopted as the main
obJective. It became the English Electric 'Deuce’ and in tha US used
the design for the Bendiz GlS5, which was an early commercial sueccess.
Huskey had one 1in his garage in Berkley when I visited him and this
must be the first personsl computer, though it was rather large and
not. New this machine is on display in the Smithsenian Museum in
Washington DT,

Engineering

RCE had only about 1030 thermionis tubes{valvesz in UK jargon! so I
think it was the £first RISC machine. Its memory {we ¢alled it the
stcre) was aboubt £ mercury delay lines {long tanks) each holding 32
numbers of 32 bits, together with a small number of short mercury
delay lines {short tanks). 1 later made a basic redesign of the lang
tanks, folding in half by two reflections and making the crystals

fully adjustable.

The ¢leck rate was 1 MEz, considered fast for wvalves But zetually
conservative with the circuit design we employed. The later full scale
ACE ran easily at 1.5 MHz. Cur circuit design came from the work of
Silumlein at EMI, who developed the UK's prewar television eguipment

and wartime radar losing his life while testing radar in an aircraft.

The basie circuit is shown In Figure &, It f{ed a constant current inte
the rommon cathode of two triodes and diverted to one or sther ancde.
This is precisely the analogue of current steering or emitter coupled
lagie. We stacked these two high and with the necessary current
defining resistors it meant voltages from -300v te +300v, Since all
testing was done upder power, we learnt te think before touching., I

still work on live 240v cizcuits without fear, though with caution.

Then we nezded ceouplings fay the 10v signals from a top anode fto 2
ipwer grid. Blumlein had 2 parfect answer which is shown in Figure 8,
but it would take tue long teo analyse this circuit angd its itolerancing
here. Two engineers from EMI joined us with this technology. Without
them we would have £loundered. We also had to learn a good discipline

for the timing of signals and thz%t is another story.
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NumberSource Destination

0 Input 32 bits Control

110 10 Long Delay Lines 32 words each

11 TS11 1 word TS11

12 DS12 2 words DS12

13 DS14 DIV 2 Add to DS14

14 DS14 Long Acc DS14

15 TS15 T815

16 TS16 Short Acc TS16

17 NOT 7526 ADD 1o TS18

18 T826 DIV 2 SUBTRACT from TS16
19 T326 times 2 MULTIPLY

20 TS20 T820

21 TS26 AND TS27  Set TCA

22 TS26 XCR TS27  spare

23 P17 TCB

24 P32 Jump if negative
25 P1 Jump if non zero
26,27 T826, TS27 1826, TS27

28 ZERQ OUTPUT 32 bits
29 ONES Buzzer

30 TIL (card contrel)  Start Punch

31 spare Start Reader

ixé

ACE PILOT MODEL 1949 to 1856

| ist of Sources and Destinations

In 1854 DLS handied magnetic drum transfers
which were controlled by two destinations

Figure 9
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Programming

The order «code had 2 store a2ddresses for datz and sne short address
for the next instruction. Each cperation teook date from a scurce znd
moved it to a destination. The socurce or destinztion value defined
also the type of coperation, for ezample some =ddresses helenged to the
accumulator or multiplier or te tanks which precessed zt ezch use [(for
seguential access}, Figure ¢ shows a list o©of the sources and

destinations.

The really novel! feature wazs that operations could transfer up to 32
words in seguence {the first vector operations) and whan an operation
ended the next instrucion could be loaded at onee, if it was in the
right place in a tank. These things could mzke the machine very £fast,
ior its time, but to exploit them was a difficult problem for the
programmer. It has been called 'eoptimum programming' but it iz simply
making the best of an awhward kind of memory with long latency.

Programming had two stages. First wWe wroate the program then we laid
the instructions carefully in the store. This second phase was like
solving =2 puzzle. For impertant subroutines, days might be spent
trying to reduce the length of z loop to get it into one less wcircuit

2f a long tank {cne less majer cyele, or one millisecond.}

Input and output

OQur input aand output Wwas on 80 column punched =ards, hui not usually
in the standard way. We usually put one binary word on each row of the
card, 12 to & card. Since this could in principle reduge 2 c¢ard to
'lace" thsre was no certainty that the card machine could handle it,
but they alwaye did. We found that chads could he pushed hack into 2
card and were very firm. This was useful te rcorrect minor errors in
programs, wnich we punched ourselves ia binary. I still remember the
nutber up to 31, least significant kit first. The convention arose
because the unit bit had to go first through an adder =and appeared
first on the monitor screen. We were guite shaken when we found the

rast of the world put the mskb first,

Dur card machines read at 2003 pards per minute and punched at 100,
making them much fastar than the paper tapes others were using,
gzpecially if each held 284 bits. With our small store we hac to
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vperate on big matrices, so we used cards as intermediate memery until
our drum came along. The operators became skilled at leoading blocks of
cards in the right sequence and avoiding jams.

The drums were novel. Like the HManchester team we were zable to
synchrenize the drum rotation accurately to the cleock. We chose oaone
revelution in 9 major cycles, precisely 9216 micreseconds, making
6510.4 rpm. The drum surfzace must not be more than akout 1 microsecend
late or early. We alse had moving heads driven by moving c¢oil linear
motors, after trying several other drive principles which would make
an interestng story themselves., Mechanisms have not disappeared, of

course, they tend to get simpler but faster.

What was it like?

1 have been asked about our motivatiocn. NPL had a Division
specializing in numerical mathemetlcs and its members, mysel f
included, had struggled for years with heavy calculations that
demanded man years [more accurately woman years) of a human computer's
time. In this Mathematics Division were some ackunowledged experts on
numerical analysis. In some ways this was more highly developed for
human computers than it is today bhecause we could use judgement about
how to appreach a singularity or when to use an alterpnative iterative
step. We were fully ready to expleit the machine when it worked and we
ran one of the world's first computer services, early customers being

aircraft designers with their new flutier problems.

At the start we all saw clearly the potential of the vast increase of
computing speed and there was plenty of discussion of big numerical
problems, such as weather forecasting. I do not remember our group

talking about applications in commerce until much later.

My main impression was of isolation from the rest of the world, To
describe properly what we were doing would have needed a long lecture
about numerical work, programs, instructions, electronics and input
and output. We could talk to the teams in Cambridge and Manchester (we
met often in Cambridge} and to friends in the US but for the rest we
tended to remain silent. Colleagues in analogue computing looked at

our work and thought we were crazy,

In one sense We were ¢razy. Experience showed that our cellections of
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mere than 1003 wvalves would nesver al! work together. The complessly
accurate working of everything seemed too much to hops for. The first
trials seemed to confirm the gloomy vwiew. The simplest possible
cregram  ran for a second before it failed. Nezt day it ran for 10
seconds after an improvement in timing, for example. There was often
enough an  improvement to keep us moetivated, but all thoughtz of the

complex programs written in the pre-building stace were forgotten.

When the tolerancing in signal level and timing had heen gaot right we
were at the mercy of valves, Heater failures were not sush a problem
and stability of characteristicz wzs msde wunimportant by Elumlein's
genius but thelr were other plagues. Our double triocdes had grids
close to the cathode. They c¢ould become '"tap happy', causing moementary
faulits when they had the slightest movement, The faults, I =should
zxplain, never gave wWrong results but would drop out of the program.
We found {(or thought =o) that small particles of cathode material were
lodging petween cathode and grid., These valves should be replaced, so
wg scometimes ran & test program and tapped all the valves one by one.

We felt this was not goed sngineering hut it worked

Years later I wvisited IRM's first computer preducion lime, I think it
was the 550 maghetic drum machine. At the final stage of testing, blue
suited IBM engineers were tapping all the valves with a carefully
designed special hammer, I felt wvindicated, #e had been engineers

after all.

The progress from Sust working to becoming an important service to
industry wes very gradual, with many backward slides. Always the best
test program was ths latest really complex application, The mature
machine could always sazil threugh the programs devised by engineers.

jim Wikinson, our genius of linear algebra would say "It's a poor

machine that won't run its test programs.’

I ran the first program that used a subroukine, just a ray tracing
Program with a sguare reob. Seeing happen what we had thought akout
four vears sarlier was exciting. The reality of oprograming I[more
impartant, of prablem sclubion) was very different from the early
dream. Later I did the first simulation of traffic, hoth road <+raffic
and men receiving warnings and exiting a coal mine., Eut others teok
aver the pregramming art. Unfartunately the nice trick of optimum
pragramming was not very compatible with languages. Turing had been
the first tc conceive a machine s having a language and being ahle %o
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interpret another language, but his creation., the logic design of ACE
and its Pilet ACE paradeoxically did not shine in this environment.
still, our small team made a contribution teo Algol (and later toc ADA)

and went on ¢ many achievements.

My interests moved %o data communications, then to security and
processcrs, once the centre of our thoughts, became something you can

buy at the corner shop.





