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Preface

The 26th International Conference on Financial Cryptography and Data Security (FC

2022) was held on the beautiful island of Grenada from May 2 to May 6, 2022.

The conference is organized annually by the International Financial Cryptography

Association (IFCA) and is a major international forum for research, advanced

development, education, exploration, and debate regarding information assurance,

with a specific focus on financial and commercial contexts. The conference aims to

attract works focusing on both fundamental and real-world deployments on all aspects

surrounding commerce security.

The conference was supposed to take place earlier, from February 14 to February 18,

2022, but due to uncertainties related to COVID-19, the conference’s Steering Committee

decided to postpone it. This turned out to be a prophetic decision as by the beginning

of May many travel restrictions had been lifted, resulting in a lively and well-attended

conference, a much-needed experience after the long COVID-19 hiatus.

These proceedings include the 36 papers that were selected by the Program

Committee (PC), out of a total of 159 received submissions. Submissions were assigned

to at least three reviewers, while submissions by PC members were assigned at least

four reviews. The double blind review process and ensuing discussion among PC mem-

bers were lively and engaging, to the extent that 15 of the accepted papers were condition-

ally accepted and shepherded by selected PC members. Five of the accepted manuscripts

are short papers and one is a Systematization of Knowledge (SoK) contribution. In

addition, we received four poster submissions, out of which three were accepted, but, due

to travel impediments, only one was displayed during the Welcome Reception and Poster

Session on Monday evening.

This year the Program Committee consisted of 64 members, and we made every

attempt for its composition to reflect our proficiency, diversity, and inclusion goals. We

are deeply grateful to the members of the PC for their dedication and thorough work, as

well as to the many external reviewers who joined the review process in their areas of

expertise.

FC 2022 celebrated 25 years of the FC conference program (postponed from last

year’s 25th FC that was online only due to COVID-19). The program was enriched by

a special anniversary program and included a “Looking back at 25 years of FC history”

presentation assembled by Kazue Sako and delivered by Sven Dietrich; a “Perspec-

tives from FC since 2015” anniversary talk by Patrick McCorry; FC 25th anniversary

vignettes collected by the anniversary coordinators; and a FC 25th anniversary

retrospective panel—past impact and going forward, with panelists Don Beaver, Andrew

Miller, and Hinde ten Berge, moderated by Sven Dietrich.

The main conference program, which lasted four days, was followed by a series

of one-day workshops and a tutorial on more specialized topics: AMHIS 2022 (1st

Workshop on Approaches to Modelling Heterogeneous Interacting Systems), CoDecFin

2022 (3rd Workshop on Coordination of Decentralized Finance), DeFi 2022 (2nd

Workshop on Decentralized Finance), Voting 2022 (7th Workshop on Advances in
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Secure Electronic Voting), WTSC 2022 (6th Workshop on Trusted Smart Contracts),

and the “Quantum Computing Essentials for Financial Cryptographers” tutorial given

by Or Sattath.

We are grateful to General Chairs Sergi Delgado Segura and Rafael (Ray) Hirschfeld

for their predisposition, availability and efforts. In fact, it is hard to think of an aspect of

the event’s organization—from managing the conference’s website, and collecting and

uploading the talks’ videos to YouTube, to coordinating all the fluctuating dates, updates,

and related logistics with the Radisson Grenada Beach Resort hotel where the conference

took place—which Ray wasn’t on top of, and which resulted in such a well-planned and

enjoyable event—thanks, Ray!

We are also grateful to the conference Platinum sponsors (Casper, CipherTrace,

Harmony, Novi, and Ripple); to the Gold Sponsors (Chainalysis, IBM Research, Interlay,

and Zilliqa); to the Silver Sponsors (IOHK, Manta Ray Labs, NTT Research, Protocol

Labs, Smart Contract Research Forum, and the Zcash Foundation); and to the Sponsors

in Kind (Grenada Tourism Authority and Worldpay), as well as the Uniswap Grant

Program.

Finally, we thank all the authors who submitted papers to this conference, and all the

conference attendees who made this event a truly intellectually stimulating one through

their active participation.

August 2022 Ittay Eyal

Juan Garay
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