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Preface

The 20th International Conference on Cryptology and Network Security (CANS 2021)
was held during December 13-15, 2021. CANS 2021 was held in cooperation with
the International Association for Cryptologic Research (IACR) and the AIT Austrian
Institute of Technology. Due to the ongoing COVID-19 pandemic, CANS 2021 was held
as a virtual conference, instead of at the intended venue in Vienna, Austria.

CANS is a recognized annual conference focusing on cryptology, computer and
network security, and data security and privacy, attracting cutting-edge research find-
ings from scientists around the world. Previous editions of CANS were held in Taipei
(2001), San Francisco (2002), Miami (2003), Xiamen (2005), Suzhou (2006), Singapore
(2007), Hong Kong (2008), Kanazawa (2009), Kuala Lumpur (2010), Sanya (2011),
Darmstadt (2012), Parary (2013), Crete (2014), Marrakesh (2015), Milan (2016), Hong
Kong (2017), Naples (2018), Fuzhou (2019), and virtually (2020).

In 2021, the conference received 85 valid submissions. The submission and review
process were completed using the EasyChair Web-based software system. We were
helped by 30 Program Committee members and 63 external reviewers. The submissions
went through a double-blind review process and 28 papers were selected. This volume
collates the revised versions of the accepted papers. The Best Paper Award was given
to the paper “Subversion-Resistant Quasi-Adaptive NIZK and Applications to Modular
zk-SNARKSs” by Behzad Abdolmaleki and Daniel Slamanig.

We would like to thank the AIT Austrian Institute of Technology, as well as the H2020
initiative CyberSec4Europe, for their support during the planning of the conference. We
would also like to thank Springer for their support with producing the proceedings.
We heartily thank the authors of all submitted papers. Moreover, we are grateful to the
members of the Program Committee and the external sub-reviewers for their diligent
work, as well as all members of the Organizing Committee for their kind help. We would
also like to acknowledge the Steering Committee for supporting us.
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