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Preface

This volume contains the papers presented at the 16th International Conference on Risks

and Security of Internet and Systems (CRISIS 2021). Due to the COVID-19 pandemic,

CRISIS 2021 was held both virtually and onsite at Iowa State University, Ames, USA. It

continued a tradition of successful conferences: Bourges (2005), Marrakech (2007),

Tozeur (2008), Toulouse (2009), Montréal (2010), Timisoara (2011), Cork (2012),

La Rochelle (2013), Trento (2014), Mytilene (2015), Roscoff (2016), Dinard (2017),

Arcachon (2018), Hammamet (2019), and Online (2020).

In response to the call for papers, 23 papers were submitted. Each paper was reviewed

by at least three reviewers. The Program Committee was composed of 54 members from

15 countries, completed by five external reviewers. The Program Committee selected

nine regular papers and three short papers. The accepted papers cover the following

research themes: cyber-physical systems, hardware security, network security, data secu-

rity, attacks, responses, and security management. Ashfaq Khokar, chair of the Electrical

and Computer Department at Iowa State University, USA, opened the conference and

welcomed the participants and Bharat Bhargava from Purdue University, USA, gave the

conference keynote.

We thank the people who contributed to the success of CRISIS 2021. In particular, we

express our appreciation to the authors of the submitted papers, the Program Committee

members, the external reviewers, and the organizing committee for the hard work they

did locally at Iowa State University.

December 2021 Bo Luo

Mohamed Mosbah
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