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Preface

The second International Conference on Applied Cryptography and Network
Security (ACNS 2004) was sponsored and organized by ICISA (the International
Coramunications and Information Security Association). It was held in Yellow
Monntain, China, June 8-11, 2004. The conference proceedings, representing
papers from the academic track, are published in this volume of the Lecture
Notes in Computer Science (LNCS) of Springer-Verlag.

The area of research that ACNS covers has been gaining importance in recent
vears due to the development of the Internet, which, in turn, implies global
exposure of computing resources. Many fields of research were covered by the
program of this track, presented in this proceedings volume. We feel that the
papers herein indeed reflect the state of the art in security and cryptography
rescarch, worldwide.

The program committee of the conference received a total of 297 submissions
from all over the world, of which 36 submissions were selected for presentation
during the academic track. In addition to this track, the conference also hosted
a technical findustrial track of presentations that were carefully selected as well.
All submissions were reviewed by experts in the relevant areas.

Starting from the first ACNS conference last year, ACNS has given best paper
awards. Last year the best student paper award went to a paper that turned out
to be the only paper written by a single student for ACNS 2003. It was Kwong
H. Yung who got the award for his paper entitled “Using Feedback to Improve
Masquerade Detection.” Continuing the “best paper tradition” this year, the
committee decided to select two student papers among the many high-quality
papers that were accepted for this conference, and to give them best student
paper awards. These papers are: “Security Measurements of Steganographic Sy-
sterms” by Weiming Zhang and Shiqu Li, and “Evaluating Security of Voting
Scaemes in the Universal Composability Framework” by Jens Groth. Both pa-
pers appear in this proceedings volume, and we would like to congratulate the
recipients for their achievements.

Many people and organizations helped in making the conference a reality. We
would like to take this opportunity to thank the program committee members
and the external experts for their invaluable help in producing the conference’s
program. We also wish to thank Thomas Herlea of KU Leuven for his extraor-
diaary efforts in helping us to manage the submissions and for taking care of all
the technical aspects of the review pracess. Thomas, single-handedly, served as
the technical support committee of this conference! We extend our thanks also
to the general chair Jianying Zhou (who also served as publication chair and
helped in many other ways}, the chairs of the technical/industrial track (Yongfei
Han and Peter Landrock), the local organizers, who worked hard to assure that
the conference took place, and the publicity chairs. We also thank the various



BIBLIOTHEQUE DU CERIST

Vi Preface

sponsoring companies and government bodies. Finally, we would like to thank
all the authors who submitted papers to the conference.

April 2004 Markus Jakobsson and Moti Yung
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